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Abstract: Digital image watermarking may be a branch of 
Information hiding in which the ownership information 
will be hidden in the cover image. Digital image 
watermarking, some vital problems like robustness, 
capability, and security. The strength and weakness of 
every of those problems depends on the watermark 
algorithmic program and additionally the domain in 
which the watermark has been hidden. The effectiveness of 
a digital watermarking technique is indicated by the 
robustness of embedded watermarks against numerous 
attacks. Thus watermarking algorithms usually desire 
robustness. Digital watermarking may be a technique that 
is used for concealing the data in any document for its 
copyright protection. The aim of digital watermarking is 
to insert image data into the cover image. The digital 
watermark is also usual to verify the reliability or integrity 
of the signal or image data. Improve authentication and 
PSNR values of digital image watermarking methods. This 
paper presents different methods of digital image 
watermarking based on the main frequency-domain 
method and spatial domain method, which shows that the 
main frequency domain method provides security and 
successful recovery of hiding data or watermark image 
and more PSNR value compared to main frequency 
domain.  
 
Keywords: Digital Image processing, image 
watermarking, Transform domains, spatial domains, 
image authentication, Robust, PSNR, DCT.  

INTRODUCTION 
Watermarking is a means to embed copyright 
information into digital multimedia data such as images. 
Watermarking techniques to hide the watermark data in 
the images [1]. The success of the Internet, cost-effective 
and popular digital recording and storage devices, and 
the promise of higher bandwidth and quality of service 
for both wired and wireless networks have made it 
possible to create, replicate, transmit, and distribute 
digital content in an effortless way. The protection and 
enforcement of intellectual property rights for digital 
media has become an important issue [2]. Digital 
watermarking is that technology that provides and 
ensures security, data authentication and copyright 
protection to the digital media. Digital watermarking is 
the embedding of signal, secret information (i.e. 
Watermark) into digital media such as image, audio, and 
video. Later the embedded information is detected and 
extracted out to reveal the real owner/identity of the 
digital media. Nowadays, the advance of the technology 
of laptop and web considerably facilitates the assembly 

and distribution of pictures, text, audio, video and 
alternative digital media. Particular image watermarking 
cannot get together common requirements in some 
features because of the application of digital 
watermarking [1]. The analysis of multiple digital 
watermarking is small as there are loads of digital 
watermarking schemes reception and abroad. However, 
the benefits of multiple watermarking are comparatively 
comprehendible. It will incorporate all permission and 
considerably improve the strength of data hiding. 
Therefore, different digital watermarking which might 
secure digital works and industrial digital image data 
using useful on different application [2]. In these 
experiments on the watermark embedding process in 
low embedding capacity in DCT and high frequency of 
DWT domain towards the distributing feature of DWT 
coefficients, a watermarking scheme is meant to insert 
varied, different watermark in digital image supported 
DWT [3]. To insert multiple grey watermarks within the 
intermediate frequency and high-low frequency of DCT 
coefficients of the host image the choice and- cluster 
ways is employed. The visible watermark within the 
digital image is embedded first off, so embedded strong 
watermarks in low and intermediate frequency of DCT 
domain severally and finally got a digital image 
containing triple watermarking. The analysis of assorted 
watermarking on top of has centered on the side of 
digital pictures. GIS vector information product is a high 
invention, high accuracy, largely utilized in the internet 
data transmission time and actual closely related to 
public security; therefore the security of its copyright is 
comprehensive and plays a major role [4]. 

Types of watermark strategies 
Digital watermarking algorithms work on transmission 
information and image data. The characteristics of digital 
image data following [5]. 

I) Fragile watermark: It distorted once small changes 
or modification is applied. Fragile watermarks are 
essentially used for tamper detection. Semi fragile 
watermark: It resists transformations; however, it fails 
detection once nasty transformations. Usually, those are 
wont to discover malignant transformations. Strong 
Watermark: It resists a chosen category of 
transformations. A strong watermark is also employed in 
copy protection applications to hold copy and no access 
management data. There are 2 main classes of digital 
watermarking techniques, which are supported by the 
embedding position, special domain, and frequency 
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domain watermark and a different new technique are 
feature-based mostly watermarking. 

II) Spatial Domains Method: In this technique, the 
values at the image pixels are directly changed 
victimization on the watermark that is to be embedded. 
The least significant bits (LSB) technique, one of the 
foremost initial techniques. It’s imposed by modifying 
the last important bits (LSB) of the image’s picture 
element data [6]. 

 
Fig1 Watermarking processing model 

III) Frequency Domain Method: In this method, the 
transform domain coefficients are changed rather than 
directly dynamical the picture element values. To 
discover watermark, the inverse remodel is employed. 
The transforms usually used for watermarking functions 
are the separate trigonometric function transforms 
(DCT) [4], separate Fourier transforms (DFT) and 
separate ripple transforms (DWT) [5]. The DCT Domain, 
DFT domain, and DWT domain, the watermark is 
embedded on an individual basis in their low frequency, 
intermediate frequency, or elevated frequency supported 
the constant characteristics of every frequency. The 
approach is the same for the DCT domain and the DFT 
domain. Block and polygonal shape information of GIS 
vector information is comprised of an enormous range of 
vertices. The coordinate sequence shaped by the 
consecutive vertices is operated by transforms domain 
because the high density of the adjacent vertices 
determines the high correlation of the coordinates, so 
watermarks are embedded within the transforms 
domain coefficients. Transform domain coefficients 
embedding capacity low, intermediate and high 
frequency. Low frequency in DCT of image data carrier 
contains graphic important information that reproduces 
one among the foremost vital elements. Low frequency 
represents signal approximation and has the 
characteristic of huge embedding capability and robust 
anti-interference ability. The watermark is embedded in 
it because the human eye isn't sensitive to its small 
modification. Meanwhile, the watermark ought to be 
embedded in high-frequency coefficients as some 
students believe that embedding the watermark in low 

frequency of information carrier can result in the decline 
of information quality and have an effect on the physical 
property of the watermark. Some students consider the 
watermark embedded within the intermediate frequency 
coefficients to satisfy the robustness and physical 
property. The on top of analysis shows that the 
embedding location of watermark in watermarking 
algorithms supported transforms domain has not 
nonetheless found an accepted optimum strategy. 
Moreover, varied schemes are integrated to resist 
different types of attacks. This is often precisely the 
original intention of this scheme, that is, it should be 
supported the particular needs of embedded 
watermarking, combining the characteristics of every 
waveband to style multiple watermarking schemes. 

IV) Feature-based mostly watermarking 
 Watermarking algorithms employing a feature of a 
picture were projected because of the second generation 
watermark. As options of the image have high 
unchangingness to distortions, they'll be used as a key to 
search out the insertion location. The goal is to resist 
each geometric distortion and signal process attacks. The 
fundamental 3 processes concerned in watermarking are 
watermark embedding, applying attacks, watermark 
detection. In watermark embedding, a watermark signal 
is built and so embedded into an ingenious image to 
supply the watermarked image. When embedding is 
finished, the watermarked image is subjected to 
numerous attacks. Throughout watermark detection, the 
watermark detector is given a take a look at signal which 
will be watermarked, attacked or not. The watermark 
detector reports whether or not the watermark is 
present or not on examining the signal at its input.  

V) Attacks: An attack is any process typically aims to 
impair the detection of the watermark or destroy the 
embedded watermark. Strength against attacks is a very 
important side of watermarking schemes. Geometric 
attacks: this sort of attack is completely different from 
removal attack as that attack won't take away the 
watermark however distort it exploitation geometric 
distortions specific to photographs. Those operations are 
rotation, scaling, translation, cropping, etc. model based 
primarily based mostly or invariant domain or feature-
based schemes are accustomed to survive from these 
attacks. Examples are world geometric transforms as 
Translation, rotation, Jittering, mirroring, scaling, 
shearing, cropping, native geometric transforms as 
Random bending, native shifting, rotation attack as Slight 
world stretching, shifting, shearing, and rotation, Mosaic 
attack is Cutting the image into items, model attack as 
Estimate and take away the synchronization model, 
apply a geometrical transform. Noise and Geometric 
attacks. First, JPEG could be a normal compression 
technique, and it reduces the scale of pictures for the 
goals of storage and transmission. Because the 
compression rate will increase, the standard of the image 
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decreases. Second, Noise attacks are the information that 
isn’t a part of the initial image that caused by different 
sources. There are many sorts of noise like Gaussian 
noise, and blurring noise. Lastly, a Geometric attack 
could be a set of parameters that may be applied to the 
image. There are many sorts of geometric attacks like 
rotation, cropping, and different transformation. 

Properties of Digital Image Watermarking 
Digital image watermarking some issues and properties 
following [7]. 
I)Robustness: The strength is that the ability of 
detection the watermark when some signal process 
modification like abstraction filtering, scanning, and 
printing, lossy compression, translation, scaling, and 
rotation, and different operations like digital to analog to 
digital conversions, cutting, image improvement. 
Additionally, not all watermarking algorithms have an 
identical level of strength, some techniques are strong 
against some Manipulation operations; however, they fail 
against different stronger attacks. Moreover, it’s not 
invariably desirable for the watermark to be strong, in 
some cases; it’s desired for the watermark to be fragile. 
Therefore, the strength is classified as the following: 

Robust: The watermark is intended to be ready to 
survive against incidental and intentional attacks. This 
type of watermarking will be utilized in broadcast 
observance, copyright protection, process, and replica 
management. 
Fragile: The watermark during this sort is intended to be 
destroyed at any reasonable modification, to discover 
any ineligible manipulation, even slight changes, 
involving incidental and intentional attacks. Fragile 
watermarks are chiefly utilized in content authentication 
and integrity verification. They use blind detection kind 
because it is mentioned in Detection varieties. 
Additionally, the implementation of fragile techniques is 
simpler than the implementation of sturdy ones. Semi-
fragile: The watermark during this kind is powerful 
against incidental modifications, however fragile against 
malicious attack. And it's used for image authentication. 

II) Physical property: Imperceptibility (also called 
physical property and Fidelity) is that the most vital 
requirement in the watermarking system and it refers to 
the sensory activity similarity between the first image 
before the watermarking method and therefore the 
watermarked image. In different words, the 
watermarked image ought to look like the first image, 
and therefore the watermark should be invisible in spite 
of the incidence of little degradation in image distinction 
or brightness. However, the challenge is that physical 
property may be achieved, however, the strength and 
therefore the capability can be reduced, and the other 
way around, physical property could also be sacrificed by 
increasing the strength and therefore the capability 

invisible, sometimes, it's most popular to possess visible 
watermark into the image. 

III) Capability: Capacity (also called Payload) refers to 
the number of bits embedded into the image. The 
capability of a picture may be completely different in 
keeping with applying that the watermark is intended 
for. Moreover, finding out the capability of the image will 
show North American nation the limit of watermark data 
that might be embedded and at constant time satisfying 
the physical property and strength. 

IV) Security: Security is the ability to resist against 
intentional attacks. These attacks supposed to alter the 
aim of embedding the watermark. Attacks varieties will 
be divided into 3 main categories: unauthorized removal, 
unauthorized embedding, and unauthorized detection. In 
keeping with the precise usage of watermarking, the 
precise feature ought to be out there within the 
watermark to resist the attacks. Therefore, for 
unauthorized removal, the watermark ought to be strong 
and to not be removed, and for unauthorized embedding 
(also called forgery), the Watermark ought to be fragile 
or semi-fragile to discover any modification. Lastly, for 
unauthorized detection, it ought to be an unbearable 
watermark. 

II. RELATED WORK 
Malshe et al. [8].Digital image watermarking is wide 
used for copyright protection of digital info. The 
effectiveness of a digital watermarking technique is 
indicated by the robustness of embedded watermarks 
against varied attacks. Therefore watermarking 
algorithms commonly prefer robustness. Due to a strong 
algorithmic rule, it's uphill to eliminate the watermark 
while not rigorous degradation of the quilt content. 
During this paper, we review a few totally different 
digital image watermarking techniques to attain 
robustness. This paper focuses on the assorted domains 
of digital image watermarking technique. Additionally 
describing few techniques to attain lustiness and 
scrutiny those techniques against robustness for attacks. 
 
M. Kim et al. [9]. a strong and Invisible Digital 
Watermarking algorithmic rule supported Multiple 
rework techniques for Image Contents. During this 
paper, algorithmic rule for embedding watermarking is 
given. Firstly, the first image is compressed into a JPEG 
image and generates the watermark by exploitation the 
2nd barcode and scrambling. Secondly, the JPEG image is 
decayed into three sub-bands: H, V, and D by exploitation 
2nd DWT. Thirdly, the DFRNT (discrete fragmental 
random transform) is performed on the sub-band 
coefficients. And then, the watermark image is embedded 
into the sub-band constant worth exploitation 
quantization technique. Fourthly, the inverse DFRNT and 
inverse DWT are performed and the last watermark JPEG 
image is obtained. The projected algorithmic rule has 
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sensible invisibleness and extraction performance and 
ensures robustness. 
 
M. Sharks et al. [10] Senior Members IEEE projected a 
dual digital image watermarking technique for improved 
protection and robustness. They applied frequency 
domain technique (DWT) into the first watermark image 
so embedded secondary watermark within the type of a 
PN sequence. The ensuing image is embedded in the first 
image to induce the watermarked image. They applied 
compression, low pass filtering, salt and pepper noise, 
and light modification attack into the watermarked 
image to extend the robustness of the technique. 
Altogether four attacks secondary watermark was 
detectable. 
 
Xiang-Gen Xia et al. [11] projected a watermarking 
technique supported the separate wavelet transform 
(DWT). They perform two-level decomposition 
victimization the Haar wave filters. The watermark, 
sculptured as mathematician noise, was accessorial to 
the center and high-frequency bands of the DWT 
transformed image. The decryption method concerned 
taking the DWT of a probably marked image. Sections of 
the watermark were extracted and related to sections of 
the first watermark. If the cross-correlation was on top of 
a threshold, then the watermark was detected. 
Otherwise, the image was rotten into finer and finer 
bands until the whole. Methodology verified to be 
additional strong than the DCT method once embedded 
zero-tree wave compression and halftoning was 
performed on the watermarked pictures. 
 
A. Barve et al. [12].Robust and Secured Image 
Watermarking victimization DWT and encoding with QR 
Code. During this Paper, algorithmic rule for embedding 
watermarking is bestowed by victimization DWT and 
encrypted with QR codes. Here the cover image is chosen 
and DWT is applied thereon. A key K is chosen to come 
up with the QR code as a secret key. QR code and 
watermark image is encrypted by victimization XOR 
operation. Then the encrypted watermark is embedded 
into the quilt image and inverse DWT is applied to the 
embedded watermark image. For extraction, merely 
apply the DWT on the quilt image. This algorithmic rule 
is kind of easy due to the utilization of easy X-OR 
operation for encoding. This algorithmic rule is 
appropriate on completely different reasonably attacks 
on watermarked pictures like JPEG Compression, Passion 
Noise Attack, Salt & Pepper Noise, and mathematician 
Noise. 
 
A. Bajaj et al.[13] has projected a title “robust and 
reversible digital image watermarking technique 
supported RDWT-DCT-SVD” Hybrid image watermarking 
technique is projected during this paper that takes the 
benefits of various transforms like RDWT, DCT, SVD, and 
pure mathematics functions. So, all the functions are 

combined in one place to form a non-blind, strong and 
reversible watermarking scheme. The algorithmic rule is 
verified on completely different format host pictures and 
different intensity watermarks. to live the effectiveness 
of the strategy, the correlation primarily based 
extraction mechanism is employed with the tolerance 
level of zero.8 for robustness. And PSNR is measured to 
see fidelity of watermarked and extracted original image. 
The experimental results show that the algorithmic rule 
is powerful against several attacks like rotation, scaling, 
blurring, contrast, JPEG Compression, bar chart leveling, 
transformation, mean filtering, mathematician noise. 
NCC remains on top of tolerance level even once the 
image is totally distorted and additionally, the visual 
quality of the extracted original image is 
indistinguishable. It may be used for numerous 
applications like copyright protection, possession issues, 
content verification, authentication and sensitive 
applications that need high robustness. 
 
Raba K. Ward et al. [14]. Used wavelet packets-based 
digital watermarking for image authentication. This 
technique is in a position to discover the pictures that are 
accomplished through malicious change of state via 
incidentally distorted by basic image process operations. 
The user must use the key identification key within the 
image, achieved through quantizing chosen wave packets 
coefficients. The advantage of wave packets-based 
embedding domain maximizes the robustness of the 
marks, to permit system to figure within the presence of 
prime quality JPEG compression. The longer-term 
extension of this technique may well be utilized in audio 
and video applications for authentication. 
 
Vongpradhip et al. [15]. Proposes that QR Code (Quick 
Response Code) is embedded with AN invisible 
watermarking victimization DCT. DCT is employed for 
the cryptography method to permit QR Code image to be 
uneven into totally different frequency bands 
victimization block DCT based mostly method; 
comparison between mid-bands coefficients then enter 
with the invisible watermarking data into the center 
frequency bands. Reverse enter method from the 
invisible watermark is employed for watermark 
extraction within the QR Code image. This QR Code 
image with an invisible watermark preserves a data 
hiding text within the QR Code image. 
 
Haohao Song et al. [16]. Was wont to Contour let-based 
image adjective watermarking, that uses the Palladian 
pyramid (LP) to divide the complete original image into 
sub pictures like low frequency (LF) and High frequency 
(HF).The low-frequency sub-band image was created by 
filtering the initial image with a 2-D low pass filter or 
popularly referred to as smooth filters. The principle of 
low pass filter decreasing the disparity between 
component values by averaging near pixels during an 
image. High-frequency image was obtained by 
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subtracting the Low-frequency sub-band image from the 
initial image while not victimization 2-D high-pass filters. 
they planned watermark technique, during which the 
watermark is embedded into contourlet constant of the 
most important details sub-band pictures of the image is 
termed as contourlet-based image adaptive 
watermarking. 
 
III. EXPECT OUTCOME  
An analysis in the area of Digital watermarking 
methodology provides a reliable digital image. It’s 
providing a good protected digital image. Its good 
robustness and ownership. It’s providing secures in 
information hiding in digital image and exceptional best 
answer. 

IV. CONCLUSION 
In analysis work done on digital image watermarking. It 
given the fundamental model of digital image 
watermarking for embedding and detection. Next, it 
mentioned the necessities of any digital image 
watermarking system. Then it listed a number of the 
applications of digital image watermarking. Next, it 
showed the foremost important techniques in each 
domain's spatial domain and frequency domain. Then it 
mentioned the common attacks of digital image 
watermarking. Finally, it highlighted the analysis system 
of watermarking technology. Given a summary of digital 
watermarking. Initial they seem to be into different 
watermarking techniques. They present a general model 
of the watermarking system and known its two main 
components: embedded and detector. The goal is to 
resist each geometric distortion and signal process 
attacks, feature-based mostly watermarking scheme is 
usually recommended together with frequency or spatial 
domain based watermarking. Research analysis of 
different watermarking methods again different attacks. 
It will be providing more robust and more PSNR. 
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